ibOSss

The Platform

Outbound Firewall Protection That
Extends Beyond the Physical
Network Perimeter

The ability to track connections and provide stream-based
firewall protection is typically limited to on-site users. With
iboss cloud, firewall protection extends to users regardless
of where they are located.
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traditional on-prem network security appliances. The
challenge is users are no longer constrained to working
within the four walls of the organization due to cloud = °
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on the road
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containerized architecture extends firewall
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Intrusion Prevention Core Firewall Functions Block IP Addresses and Ports
Regardless of User Location Including Connection by Group
Tracking and NAT

Intrusion Prevention
Regardless of User Location

Intrusion Prevention Systems (IPS) identify threats
in stream-based data. The iboss cloud’s
containerized architecture allows stream-based
data to be processed even when users are remote

Full firewall IPS is supported, including the ability
to use existing IPS signature subscriptions.
Custom signatures can also be imported into
iboss cloud. This allows firewall IPS protection for
user Internet traffic at all times without worrying
about whether they are onsite or on the road

_ Core Firewall Functions
L Including Connection
Tracking and NAT
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o The iboss cloud firewall service performs full connectiontracking
and frewall functions, such as Network Address Translation (NAT)
M : This allows stream-based flows to traverse the iboss cloud via
' tunnels or iboss Cloud Connectors. The iboss Cloud Connectors
can transparently tunnel data directly from user devices to the iboss
cloud for firewall protection. As data flows through iboss cloud,
firewall security is applied to the streams to ensure compliance and

security.



Block IP Addresses and
Ports by Group

Buy Now =

The iboss cloud can secure user Internet access on any device,
from any location, in the cloud. Best of all, you can start using
it immediately to protect your users instantly.

What you get

In the cloud Internet security

Advanced Internet malware protection that follows users
Advanced cloud and Saa$S controls

Web filtering and compliance controls

Internet security for in-office users without appliances
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Branch office Internet security without data backhaul

And a lot more...
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Support Overview
Open a Ticket

Request Demo
Request Information

North America Support:
877-742-6832 X3

support.na@ibosscloud.com

istributor or
sales@iboss.com
LATAM Support:

+52 (55) 41696270

support latam@ibosscloud.com

International Sales:
858-568-7051 X1

Contact | distributor or.
sales@iboss.com

EMEIA Support:

+44 (0) 203 7908289
support.emeia@ibosscloud.com EMEIA Sales:
+44 20 3884
Contact |

emeia@iboss.com

APAC Support:
+63 (45) 4571057

support.apac@ibosscloud.com

distributor or.

= Contact Us

Get in touch with a technical specialist
for a live demo.

North America Sales:
877-742-6832 X1
Contact local distributor or:

International Sales:
858-568-7051 X1
Contact local distributor or:

EMEIA Sales:
+44 20 3884 0360
Contact local distributor or:
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